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Abstract of the contribution: This PCR proposes a revised Data storage architecture
Introduction

Recently data storage architecture has been revisited in the context of policy subscription data retrieval. Our understanding is that Operators wish to maximize the use of multi-vendor deployments for UDM, UDR, PCF, NEF.
In this paper, we propose three different options as the possible way forward to address operator’s wishes.

Option 1 (UDM/Nudm for subscription data access, SDSF/Nsdsf for non-subscription data access): 
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Note: All NFs (including PCF, NEF) uses Nudm for policy subscription data retrieval while NEF, PCF uses Nsdsf for application data.

Fully standardized interfaces (SBI) – Nudm and Nsdsf

Advantages:

1) Simplifies independent deployments of subscription data (in UDR) in the HPLMN while Data for Exposure and Application data (in SDSF) is in the local PLMN where the NF is located.

2) Allows differentiation of per UE subscription data (operator’s asset) from other kinds of data.

3) Allows NFs to use a fully standardized interface Nudm for subscription data retrieval. All NFs (including NEF, AMF, SMF, PCF etc) can retrieve UE subscription data in the same manner. Furthermore, NFs use UDM when they require business logic such as subscription based authorization.
4) Enables easy interworking with legacy systems.

5) Enablers support of the same or different DB technologies depending on the type of data.

6) Enables CT4 to specify same or different protocols for subscription data retrieval (considering non-roaming, roaming interface) and from other kinds of data retrieval (local PLMN).

7) Allows a common behaviour for any kind of subscription data e.g. Mobility Management, Session management, Slice related subscription, policy subscription, exposure/monitoring functionality related subscription data.
Comparison Analysis:

For the sake of comparison, we call the proposal in S2-177209 (Ericsson, Verizon) as Option 2 and S2-177249 (AT&T, BT, China Mobile, China Telecom, Deutsche Telecom, KDDI, Orange, Telecom Italia, Sprint, Verizon, Vodafone, Huawei) as Option 3.

Following table compares the 3 proposed data storage architecture options considering various aspects:
	
	Data storage architecture
	Option 1
	Option 2
	Option 3

	1
	Expected Standardized interfaces
	Nudm, Nsdsf
	Nudm for subscription data access;

Non-subscription data not covered
	Nudr (all kinds of data access).

 

	2
	AMF, SMF, SMSF Subscription data access
	Via Nudm
	Via Nudm
	Nudm?

	3
	NEF, PCF subscription data access
	Via Nudm
	Via Nudm
	Via Nudr

	4
	Non-subscription data access
	Via Nsdsf
	Not covered (Ericsson prefers Nsdsf)
	Via Nudr

	5
	# of hops for subscription data access
	Nudm + Optimized internal interface
	Nudm + Optimized internal interface

	Nudm+Nudr AMF, SMF, SMSF procedures are via Nudm

	6
	Roaming and presence of various functions
	UDR/UDM (for subscription data) in the HPLMN only; 
SDSF in the local PLMN (same as client NF); 
	UDR/UDM (for subscription data) in the HPLMN; 

Non-subscription data in the VPLMN
	UDR/UDM (for subscription data) in the HPLMN; 
UDR (for non-subscription data) in the VPLMN

	7
	Interworking with EPS
	HSS collocated with the UDM.
	HSS collocated with the UDM
	Not clear as the proposal splits UDR and UDM

	8
	Interworking with IMS
	IMS subscription in HSS to be present along with UDM
	IMS subscription in HSS to be present along with UDM
	Not clear as the proposal splits UDR and UDM

	9
	Security e.g. SIDF, LI in case of roaming
	It is naturally isolated to UDR/UDM in the HPLMN
	It is naturally isolated to UDR/UDM in the HPLMN.

Deployment needs to ensure independent deployment for various options.

It could be achieved with SDSF or independent UDR deployment.
	Not clear

	10
	Traffic separation for subscription data & non-subscription data retrieval to allow proper dimensioning etc
	UDR/UDM access for subscription data (also s/w logic) clearly separated from non-subscription data access SDSF. 
	Achievable based on deployment.

It could be achieved with SDSF or independent UDR deployment
	UDR access for subscription data and non-subscription data not separated. Unless different instances are deployed for different purpose, one impacting the other is likely.

	11
	Stage 2 impact
	501 to be updated to use UDM for PCF; UDR for non-subscription data to be replaced with SDSF
	501 to be updated to use UDM for PCF; 
Clear differentiation of H-UDR and V-UDR (or SDSF) necessary
	Clear differentiation of H-UDR and V-UDR necessary;

 Also, solution for IWK, IMS need some study. De-stabilizes the spec



	12
	Stage 3 impact
	Nudm, Nsdsf to be fully specified

(as expected no change)
	Nudm to be fully specified for subscription data; 

(as expected, no change)


	Nudm + Nudr for subscription data along with data model based on Data view;

Nudr for non-subscription data



	13
	Roaming interface
	Nudm
	Nudm
	Nudm 
(whether Nudr is a roaming interface or not is unclear)

	14
	Discovery and selection of right DB
	When multiple instances of UDR, SDSF are deployed, consumer can easily select the right DB dynamically using NRF dynamic discovery – SDSF for exposure versus subscription.
	Mainly addresses subscription
	When multiple instances of UDR are deployed, consumer cannot select the right DB dynamically using NRF dynamic discovery – When requester performs discovery of a certain UDR, NRF may indicate multiple UDR instances and the requester has to select the right DB based on trial and error. So far, solution provides no means to differentiate UDR instances nor different UDR services. 

Granularity of discovery is limited to NF type and NF service type.


Summary and Analysis:

Considering various aspects, authors proposed that SA2 adopts options 1 (that includes option 4) as a way forward for data storage architecture. However since SA2 has decided to adopt a different architecture option for now, tis P-CR does not implement this option 1 anymore. 
This P-CR implements functional clarification to UDM section only.
Proposal

It is proposed to adopt the following changes for 23.501 to reflect the above architecture.
**** First Change ****

6.2.7
UDM

The Unified Data Management (UDM) includes support for the following functionality:

-
Generation of 3GPP AKA Authentication Credentials.

-
User Identification Handling (e.g. storage and management of SUPI for each subscriber in the 5G system).

-
Access authorization based on subscription data (e.g. roaming restrictions).

-
UE’s Serving NF Registration management (e.g. storing serving AMF for UE, storing serving SMF for UE’s PDU session).
-    Support to service/session continuity e.g. by keeping SMF/DNN assignment of ongoing sessions.
-
MT-SMS delivery support.
-
Lawful Intercept Functionality (especially in outbound roaming case where UDM is the only point of contact for LI).
- 
Subscription management
-
SMS management

To provide this functionality, the UDM uses subscription data (including authentication data) that may be stored in UDR, in which case a UDM Front End (FE) implements the application logic and does not require an internal user data storage. Several different UDM FEs may serve the same user in different transactions.

NOTE 1:
The interaction between UDM and HSS is implementation specific.
NOTE 2:
The UDM is located in the HPLMN of the subscribers it serves, and access the information of the UDR located in the same PLMN.
**** End of Changes ****
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